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An example of an attack that penetrated 
despite mitigation is the Dyn attack of 2016.  
The attacks knocked out access to some 
high-profile web sites, threw as many 
packets at Dyn’s infrastructure as it could, 
and the company responded with its own 
mitigation actions as well as cooperation 
from upstream internet providers who 
blocked some of the attack flow. Despite 
these efforts, it still suffered waves of 
packets 40 to 50 times higher than normal 
traffic.  
[https://www.csoonline.com/article/3135986/ddo
s-attack-against-overwhelmed-despite-mitigation-

efforts.html] 

https://media.kasperskycontenthub.com/wp-content/uploads/sites/45/2018/03/08234158/IT_Risks_Survey_Report_Threat_of_DDoS_Attacks.pdf


6 
 

 



7 
 

 

 

https://mazebolt.com/ddos-radar/
http://www.mazebolt.com/radar

